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The Use of RSVP with | ETF I ntegrated Services

Status of this Menp

Thi s document specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nmenmo is unlimted.

Abst ract

This note describes the use of the RSVP resource reservati on protoco
with the Controll ed-Load and Guaranteed QoS control services. The
RSVP protocol defines several data objects which carry resource
reservation information but are opaque to RSVP itself. The usage and
data format of those objects is given here.

1. Introduction

The Internet integrated services framework provides the ability for
applications to choose anong nultiple, controlled |levels of delivery
service for their data packets. To support this capability, two
things are required:

- Individual network el enments (subnets and IP routers) along the
path foll owed by an application’s data packets nust support
nmechani sns to control the quality of service delivered to those
packets.

- Away to comruni cate the application’s requirements to network
el ements along the path and to convey QoS managenent information
bet ween network el enments and the application nust be provided.

In the integrated services framework the first function is provided
by QoS control services such as Controll ed-Load [ RFC 2211] and
Guaranteed [RFC 2212]. The second function may be provided in a
nunber of ways, but is frequently inplenented by a resource
reservation setup protocol such as RSVP [ RFC 2205].
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Because RSVP is designed to be used with a variety of QoS contro
servi ces, and because the QoS control services are designed to be
used with a variety of setup nechani sns, a |ogical separation exists
between the two specifications. The RSVP specification does not
define the internal format of those RSVP protocol fields, or objects,
which are related to invoking QS control services. Rather, RSVP
treats these objects as opaque. The objects can carry different
information to neet different application and QS control service
requi renents.

Simlarly, interfaces to the QoS control services are defined in a
general format, so that the services can be used with a variety of
setup nechani sns.

This RFC provides the information required to use RSVP and the

i ntegrated service framework’s QoS control services together. It
defines the usage and contents of three RSVP protocol objects, the
FLONSPEC, ADSPEC, and SENDER TSPEC, in an environnent supporting the
Control | ed-Load and/or CGuaranteed QoS control services. |If new
services or capabilities are added to the integrated services
framework, this note will be revised as required.

2. Use of RSVP

Several types of data nust be transported between applications and
network elements to correctly invoke QoS control services.

NOTE: In addition to the data used to directly invoke QoS contro
services, RSVP carries authentication, accounting, and policy

i nformati on needed to nmanage the use of these services. This note
is concerned only with the RSVP objects needed to actually invoke
QS control services, and does not discuss accounting or policy
obj ect s.

Thi s data incl udes:

- Information generated by each receiver describing the QS
control service desired, a description of the traffic flowto

whi ch the resource reservation should apply (the Receiver TSpec),
and what ever paraneters are required to invoke the service (the
Recei ver RSpec). This information is carried fromthe receivers to
i nternedi ate network el ements and the sender(s) by RSVP FLOASPEC
objects. The information being carried in a FLOANSPEC obj ect may
change at internediate points in the network due to reservation
nmer gi ng and ot her factors.
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- Infornmation generated at each sender describing the data traffic
generated by that sender (the Sender TSpec). This information is
carried fromthe sender to intermedi ate network el enents and the
recei ver(s) by RSVP, but is never nodified by internediate
elements within the network. This information is carried in RSVP
SENDER_TSPEC obj ect s.

- Information generated or nodified within the network and used at
the receivers to nake reservation decisions. This infornmation

m ght include avail abl e servi ces, delay and bandw dth esti mates,
and operating parameters used by specific QS control services.
this information is collected fromnetwork el ements and carri ed
towards receivers in RSVP ADSPEC obj ects. Rather than carrying

i nformati on from each internedi ate node separately to the
receivers, the information in the ADSPEC represents a sumary,
conput ed as the ADSPEC passes each hop. The size of this summary
remai ns (roughly) constant as the ADSPEC fl ows through the

net wor k, giving good scaling properties.

Fromthe point of view of RSVP objects, the breakdown is as foll ows:

- The RSVP SENDER TSPEC object carries the traffic specification
(sender TSpec) generated by each data source within an RSVP
session. It is transported unchanged through the network, and
delivered to both internedi ate nodes and receiving applications.

- The RSVP ADSPEC object carries information which is generated at
ei ther data sources or internediate network elements, is flow ng
downstream towards receivers, and may be used and updated inside
the network before being delivered to receiving applications.

This information includes both paraneters describing the
properties of the data path, including the availability of
specific QS control services, and paraneters required by specific
QoS control services to operate correctly.

- The RSVP FLOWSPEC obj ect carries reservation request
(Recei ver _TSpec and RSpec) information generated by data
receivers. The information in the FLOAMSPEC fl ows upstream towards
data sources. It may be used or updated at internediate network
el ements before arriving at the sending application.

NOTE: The exi stence of both SENDER TSPEC and ADSPEC RSVP obj ects
is sonewhat historical. Using the nessage format described in
this note it would be possible to place all of the service
control information carried "downstreanmt by RSVP in the same

obj ect. However, the distinction between data which is not
updated within the network (in the SENDER TSPEC object) and data
which is updated within the network (in the ADSPEC object) may
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be useful to an inplenentation in practice, and is therefore
retai ned.

2.1 Sumary of operation
Qperation proceeds as foll ows:

An application instance participating in an RSVP session as a data
sender registers with RSVP. One piece of information provided by the
application instance is the Sender TSpec describing the traffic the
application expects to generate. This information is used to
construct an RSVP SENDER TSPEC obj ect, which is included in RSVP PATH
nessages generated for the application

The sendi ng application also constructs an initial RSVP ADSPEC
object. This adspec carries information about the QoS contro
capabilities and requirenments of the sending application itself, and
forns the starting point for the accunulation of path properties
descri bed bel ow. The ADSPEC is added to the RSVP PATH nessage created
at the sender.

NOTE: For the conveni ence of application programrers, a host RSVP
i mpl enentati on may all ow the sendi ng application not to provide an
initial adspec, instead supplying its own default. This usage is
nost |ikely when the application sender does not itself
participate in the end-to-end QS control process (by actively
schedul i ng CPU usage and simlar means) and does not itself care
whi ch QoS control service is selected by the receivers.

Typically the default ADSPEC supplied by the host RSVP in this
case woul d support all QoS control services known to the host.
However, the exact behavior of this nechanismis inplenmentation
dependent .

The ADSPEC i s nodified by subsequent network el enents as the RSVP
PATH nessage noves from sender to receiver(s). At each network

el ement, the ADSPEC is passed fromRSVP to the traffic contro
nodule. The traffic control nodul e updates the ADSPEC, which may
contain data for several QoS control services, by identifying the
services nentioned in the ADSPEC and calling each such service to
update its portion of the ADSPEC. If the traffic control nodule
di scovers a QoS control service nmentioned in the ADSPEC but not

i mpl enented by the network element, a flag is set to report this to
the receiver. The updated ADSPEC is then returned to RSVP for
delivery to the next hop along the path.
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Upon arrival of the PATH nessage at an application receiver, the data
in the SENDER TSPEC and ADSPEC obj ects is passed across the RSVP API
to the application. The application (perhaps with the help of a
library of conmon resource-reservation functions) interprets the
arriving data, and uses it to guide the selection of resource
reservation parameters. Exanples of this include use of the arriving
"PATH MIU' conposed characterization paraneter [RFC 2215] to

det erm ne the maxi mum packet size paraneter in the reservation
request and use of the arriving Guaranteed service "C' and "D’
paranmeters [RFC 2212] to cal cul ate a mat hemati cal bound on delivered
packet delay when using the Guaranteed service.

An application receiver wishing to nake a resource reservation
supplies its local RSVP with the necessary reservation paraneters.
Among these are the QoS control service desired (Guaranteed or
Control | ed-Load), the traffic specifier (TSpec) describing the |eve
of traffic for which resources should be reserved, and, if needed by
the selected QoS control service, an RSpec describing the | evel of
service desired. These paraneters are conposed into an RSVP FLOASPEC
object and transmitted upstream by RSVP

At each RSVP-aware point in the network, the SENDER TSPECs arriving

i n PATH nessages and the FLOASPECs arriving in RESV nessages are used
to request an appropriate resource reservation fromthe desired QS
control service. State merging, nessage forwarding, and error
handl i ng proceed according to the rules of the RSVP protocol

Finally, the nerged FLOASPEC object arriving at each of an RSVP
session’s data senders is delivered to the application to inform each
sender of the nerged reservation request and properties of the data
pat h.

2.2. RSVP support for multiple QS control services

The design described in this note supports RSVP sessions in which the
recei vers choose a QoS control service at runtine.

To make this possible, a receiver nmust have all the information
needed to choose a particular service before it makes the choi ce.
Thi s means that the RSVP SENDER TSPEC and ADSPEC objects mnust provide
the receivers with information for all services which m ght be
chosen.

The Sender TSpec used by the two currently defined QoS contro
services is identical. This sinplifies the RSVP SENDER TSPEC obj ect,
whi ch need carry only a single TSpec data structure in this shared
format. This commbn SENDER TSPEC can be used with either Guaranteed
or Controll ed-Load service.
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The RSVP ADSPEC carries information needed by receivers to choose a
service and deternine the reservation paraneters. This includes:

- Whether or not there is a non-RSVP hop along the path. If there

is a non-RSVP hop, the application’s traffic will receive
reservationl ess best-effort service at at |east one point on the
pat h.

- Whether or not a specific QoS control service is inplenmented at
every hop along the path. For exanple, a receiver mght |earn that
at |l east one integrated-services aware hop al ong the path supports
the Controll ed-Load service but not the CGuaranteed service.

- Default or global values for the general characterization
parameters described in [RFC 2215]. These val ues descri be
properties of the path itself, irrespective of the selected QS
control service. A value reported in this section of the ADSPEC
applies to all services unless a different, service-specific value
is also present in the ADSPEC.

- A service-specific value for one or nore genera
characterization parameters, if the service-specific value differs
fromthe default val ue

- Val ues of the per-service characterization paranmeters defined by
each supported service

Data in the ADSPEC is divided into blocks or fragnents, each of which
is associated with a specific service. This allows the adspec to
carry information about multiple services, allows new services to be
depl oyed in the future w thout imediately updating existing code,
and allows an application which will never use a particul ar service
to omit the ADSPEC data for that service. The structure of the
ADSPEC is described in detail in Section 3.3.

A sender may indicate that a specific QS control service should
*not* be used by the receivers within an RSVP session. This is done
by omitting all mention of that service fromthe ADSPEC, as descri bed
in Section 3.3. Upon arrival at a receiver, the conpl ete absence of
an ADSPEC fragment for a specific service indicates to receivers that
the service should not be used.

NOTE: In RSVP Version 1, all receivers within a session are
required to choose the same QoS control service. This restriction
is inmposed by the difficulty of merging reservations requesting

di fferent QoS control services, and the current |ack of a genera
service replacement mechanism The restriction may be elim nated
in the future
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Considering this restriction, it nmay be useful to coordinate the
receivers’' selection of a QoS control service by having the
sender(s) offer only one choice, using the ADSPEC mechani sm
mentioned above. All receivers must then select the same service.
Al ternatively, the coordination mght be acconplished by using a
hi gher -1 evel session announcenent and setup nechanismto inform
the receivers of the QoS control service in use, by manua
configuration of the receivers, or by an agreenent protoco
runni ng anmong the session receivers thensel ves.

As with the ADSPEC, the FLOASPEC and SENDER TSPEC obj ect formats
described in Section 3 are capable of carrying TSpecs and RSpecs
for nore than one QoS control service in separate data fragnents.
Currently, use of a FLOASPEC or SENDER TSPEC contai ni ng fragments
for nmore than one QoS control service is not supported. In the
future, this capability may be used to inplenent a nore flexible
service request and repl acenent scheme, allow ng applications to
obtain useful end-to-end QS control when not all internediate
nodes support the sane set of QoS services. RSVP-application APIs
shoul d be designed to support passi ng SENDER TSPEC, FLOASPEC, and
ADSPEC obj ects of variable size and containing informati on about
mul tiple QoS control services between RSVP and its clients.

2.3. Use of ADSPEC Information

This section gives sonme details about setting reservation paraneters
and the use of information conveyed by the RSVP ADSPEC obj ect.

2.3.1. Determning the availability of a QoS control service

The RSVP ADSPEC carries flag bits telling the application receivers
whet her or not a conpletely reservation-capabl e path exists between
each sender and the receiver. These bits are called "break bits",
because they indicate breaks in the QS control along a network path.
Break bits are carried within the header which begi ns each per-
service data fragnent of an RSVP ADSPEC.

Service nunber 1 is used within the ADSPEC to identify a fragment
carrying informati on about gl obal paraneter values that apply to al
services (see [ RFC 2215] for nore details). The break bit in service
1's per-service header is used to tell the receiver(s) whether all of
the network el enments along the path fromsender to receiver support
RSVP and integrated services. |If a receiver finds this bit set, at

| east one network el enent along the data transm ssion path between
the ADSPEC s sender and the receiver can not provide QoS contro
services at all. This bit corresponds to the global NON IS HOP
characterization parameter defined in [ RFC 2215].
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NOTE: If this bit is set, the values of all other paraneters in
the ADSPEC are unreliable. The bit being set indicates that at

| east one node al ong the sender-receiver path did not fully
process the ADSPEC.

Service-specific break bits tell the receiver(s) whether all of the
network el ements along the path from sender to receiver support a
particul ar QoS control service. The break bit for each service is
carried within the ADSPEC s per-service header for that service. |If
a bit is set at the receiver, at |east one network el enent al ong the
data transm ssion path supports RSVP but does not support the QS
control service corresponding to the per-service header. These bits
correspond to the service-specific NON IS HOP characterization
paraneters defined in [ RFC 2215].

Section 3 gives nore information about break bits.
2.3.2. Determning Path MIu

Bot h Guaranteed and Controll ed-Load QoS control services place an
upper bound on packet size, and require that the application limt
the maxi num si ze of packets subject to resource reservation. For both
services, the desired maxi mum packet size is a parameter of the
reservation request, and the service will reject (with an adni ssion
control error) reservation requests specifying a packet size |arger
than that supported by the service.

Since RSVP reservation requests are nmade by receivers, this inplies
that the *receivers* in an RSVP session, as well as the senders, need
to know the MIU supported by the QoS control services along a data
path. Further, in sone unusual cases the MIU supported by a QS
control service may differ fromthat supported by the sane router
when providing best effort service.

A scal abl e form of MIU negotiation is used to address these probl ens.
MIU negotiation in an RSVP system works as foll ows:

- Each sending application joining an RSVP session fills in the M
(maxi mum packet size) parameter in its generated Sender_ TSpec
(carried fromsenders to receivers in a SENDER TSPEC object) with
the maxi num packet size it wi shes to send covered by resource
reservation.

- Each RSVP PATH nessage from a sending application also carries
an ADSPEC obj ect containing at | east one PATH MIU characterization
parameter. Wen it arrives at the receiver, this paraneter gives
the m ninum MIU at any point along the path from sender to
receiver. Generally, only the "global" PATH MIU par aneter
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(service 1, paraneter 9) will be present, in which case its val ue
is alegal MU for all reservation requests. If a service specific
PATH_MIU parameter is present, its value will be smaller than that

of the gl obal parameter, and should be used for reservation
requests for that service

- Each receiver takes the mninumof all the PATH MIU val ues (for
the desired QoS control service) arriving in ADSPEC nessages from
different senders and uses that value as the MU in its
reservation requests. This value is used to fill in the M
paranmeter of the TSpec created at the receiver. |In the case of a
FF style reservation, a receiver may al so choose to use the MIu
derived fromeach sender’s ADSPEC i n the FLOASPEC generated for
that sender, if the receiver is concerned about obtaining the

maxi mum MIU on each data path. To acconpdate changes in the data
path, the receiver may continue to watch the arriving ADSPECS, and
nodi fy the reservation if a newy arriving ADSPEC indicates a
smaller MU than is currently in use

- As reservation requests (RESV nessages) nove fromreceivers to
senders, reservation paraneters are nmerged at internedi ate nodes.
As part of this nerging, the smaller of two M paraneters arriving
at a merge point will be forwarded in the upstream RESV nessage.

- As reservation requests arrive at internediate RSVPs, the

m ni mum of the receivers’ requested TSpec and the sum of the
sender TSpecs is taken, and a reservation for the resulting TSpec
is made. The reservation will use the smaller of the actual path
MIU val ue conmputed by the receivers and the | argest naxi mum packet
size declared by any of the sender(s). (The TSpec sum() function
result’s Mparaneter is the nax of the sumred TSpec M paraneters).

- When the conmpletely nerged RESV nessage arrives at each sender
the MIU val ue (M paraneter) in the merged FLOASPEC object will
have been set to the smallest acceptable MU of the data paths
fromthat sender to any session receiver. This MU shoul d be used
by the sending application to size its packets. Any packets | arger
than this MU may be delivered as best-effort rather than being
covered by the session’s resource reservation

Note that senders do *not* adjust the value of their

Sender _TSpec’'s Mfield to match the actual packet size selected in
this step. The value of Mrepresents the |argest packet the sender
could send, not the | argest packet the sender is currently

sendi ng.
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Note that the schenme above will allow each sender in a session to use
the largest MIU appropriate for that sender, in cases where different
data paths or receivers have different acceptable MU s.

3. RSVP nject Formats

This section specifies the detailed contents and wire format of RSVP
SENDER_TSPEC, ADSPEC, and FLOWSPEC objects for use with the
Guaranteed and Control |l ed-Load QoS control services. The object
formats specified here are based on the general nessage construction
rul es given in Appendix 1

3.1. RSVP SENDER TSPEC Obj ect

The RSVP SENDER TSPEC obj ect carries information about a data
source’s generated traffic. The required RSVP SENDER TSPEC obj ect
contai ns a gl obal Token_Bucket_ TSpec paraneter (service_nunber 1
paraneter 127, as defined in [RFC 2215]). This TSpec carries traffic
i nformati on usable by either the Guaranteed or Controlled-Load QS
control services.
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) - Message format version nunber (0)

) - Overall length (7 words not including header)

) - Service header, service nunber 1 (default/global information)
) - Length of service 1 data, 6 words not including header

) - Paraneter |D, parameter 127 (Token_Bucket TSpec)

) - Paraneter 127 flags (none set)

) - Paraneter 127 length, 5 words not including header

In this TSpec, the paraneters [r] and [b] are set to reflect the
sender’s view of its generated traffic. The peak rate paraneter [p]
may be set to the sender’s peak traffic generation rate (if known and
controlled), the physical interface line rate (if known), or positive
infinity (if no better value is available). Positive infinity is
represented as an | EEE singl e-precision floating-point nunber with an
exponent of all ones (255) and a sign and nmantissa of all zeros. The
format of | EEE floating-point nunbers is further summarized in [ RFC
1832].

The m ni mum policed unit parameter [m should generally be set equa
to the size of the small est packet generated by the application. This
packet size includes the application data and all protocol headers at
or above the IP level (IP, TCP, UDP, RTP, etc.). The size given does
not include any link-1evel headers, because these headers will change
as the packet crosses different portions of the internetwork.
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The [m paranmeter is used by nodes within the network to conpute the
maxi mum bandwi dt h over head needed to carry a flow s packets over the
particul ar 1ink-Ievel technology, based on the ratio of [n] to the
i nk-1evel header size. This allows the correct anpbunt of bandwi dth
to be allocated to the flow at each point in the net. Note that
smal | er values of this paraneter |ead to increased overhead
estimates, and thus increased |ikelyhood of a reservation request
being rejected by the node. In sonme cases, an application
transmtting a |l ow percentage of very small packets may therefore
choose to set the value of [n] larger than the actual ninimm
transmtted packet size. This will increase the |ikelyhood of the
reservation succeedi ng, at the expense of policing packets of size
less than [n] as if they were of size [n].

Note that the an [n] value of zero is illegal. A value of zero would
i ndicate that no data or | P headers are present, and would give an
infinite anount of |ink-1evel overhead.

The nmaxi mum packet size paranmeter [M should be set to the size of
the | argest packet the application mght wish to generate, as
described in Section 2.3.2. This value nust, by definition, be equa
to or larger than the value of [n].

3.2. RSVP FLOASPEC nj ect

The RSVP FLOASPEC obj ect carries information necessary to nake
reservation requests fromthe receiver(s) into the network. This
i ncl udes an indication of which QS control service is being
requested, and the paraneters needed for that service.

The QoS control service requested is indicated by the service_nunber
in the FLOABPEC s per-service header

3.2.1 FLOASPEC obj ect when requesting Controll ed-Load service

The format of an RSVP FLOASPEC object originating at a receiver
requesting Controll ed-Load service is shown bel ow. Each of the TSpec
fields is represented using the preferred concrete representation
specified in the ’Invocation Information’ section of [RFC 2211]. The
value of 5 in the per-service header (field (c), below) indicates
that Controlled-Load service is being requested.
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(a) - Message format version nunber (0)

(b) - Overall length (7 words not including header)

(c) - Service header, service number 5 (Controll ed-Load)

(d) - Length of controlled-load data, 6 words not including
per-servi ce header

(e) - Parameter |ID, paraneter 127 (Token Bucket TSpec)

(f) - Paraneter 127 flags (none set)

(g) - Parameter 127 length, 5 words not including per-service
header

In this object, the TSpec paraneters [r], [b], and [p] are set to
reflect the traffic paranmeters of the receiver’s desired reservation
(the Reservation TSpec). The nmeaning of these fields is discussed
fully in [RFC 2211]. Note that it is unlikely to make sense for the
[p] termto be smaller than the [r] term

The nmaxi mum packet size parameter [M should be set to the val ue of
the small est path MIU, which the receiver learns frominformation in
arriving RSVP ADSPEC objects. Alternatively, if the receiving
application has built-in know edge of the maxi num packet size in use
within the RSVP session, and this value is smaller than the small est
path MU, [M nmay be set to this value. Note that requesting a val ue
of [M larger than the service nodul es al ong the data path can
support will cause the reservation to fail. See section 2.3.2 for
further discussion of the MIU val ue.
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The value of [n] can be chosen in several ways. Recall that when a
resource reservation is installed at each internediate node, the
val ue used for [m is the smaller of the receiver’'s request and the
val ues in each sender’s SENDER TSPEC.

If the application has a fixed, known m ni num packet size, than that
val ue should be used for [n]. This is the npst desirable case.

For a shared reservation style, the receiver may choose between two
options, or pick some intermedi ate poi nt between them

- if the receiver chooses a large value for [m, then the
reservation will allocate |ess overhead for |ink-Ievel headers.
However, if a new sender with a smaller SENDER TSPEC [nj joins the
session later, an already-installed reservation may fail at that
time.

- if the receiver chooses a value of [n] equal to the snall est

val ue which mght be used by any sender, then the reservation wll
be forced to allocate nore overhead for |ink-1evel headers.
However it will not fail later if a new sender with a smaller
SENDER TSPEC [m joins the session.

For a FF reservation style, if no application-specific value is known
the receiver should sinply use the value of [n] arriving in each
sender’s SENDER TSPEC for its reservation request to that sender

3.2.2. FLOASPEC hj ect when Requesting Guaranteed Service

The format of an RSVP FLOASPEC object originating at a receiver
requesti ng Guaranteed service is shown bel ow. The fl owspec object
used to request guaranteed service carries a TSpec and RSpec
specifying the traffic paraneters of the flow desired by the
receiver.

Each of the TSpec and RSpec fields is represented using the preferred
concrete representation specified in the 'Invocation Infornmation
section of [RFC 2212]. The value of 2 for the service header
identifier (field (c) in the picture below) indicates that Cuaranteed
service is being requested.
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31 24 23 16 15 8 7 0

T i S T i S S i S e
1 0 (a) | Unused | 10 (b)

B i S S T A S S S S i e
2 2 (c) | O] reserved | 9 (d) |

i I e e e ol ol T I S e e it I o R e e S o ol 2
3 127 (e) | 0 (f) | 5 (9) |

B T i i S T ik s S S S S
4 Token Bucket Rate [r] (32-bit |IEEE floating point numnber) |

B i S S T A S S S S i e
5 Token Bucket Size [b] (32-bit |IEEE floating point nunber) |

B T i S ks a ai  E
Peak Data Rate [p] (32-bit |IEEE floating point nunber) |
B N e i i T R et o s S
M ni mum Policed Unit [m (32-bit integer)
I o T T i S S I s s ai (T e S

-+-+
Maxi mum Packet Size [M (32-bit integer)
-4+

R e i e S e s i o S I S S S S it o
9 130 (h) | 0 (i) | 2 () |
B S i i R i i S it it RIS SR R
10 Rate [R] (32-bit |EEE floating point nunber) |
B T o I T T ST S e i < s S S SR S AT R

11 Slack Term[S] (32-bit integer) |

I S S S e S s i S S T i S S e e e S S

o
e T St e S S B S R

(a) - Message format version nunber (0)

- Overall length (9 words not including header)

Servi ce header, service nunmber 2 (CGuaranteed)

- Length of per-service data, 9 words not including per-service
header

- Paraneter ID, paraneter 127 (Token Bucket TSpec)

- Paraneter 127 flags (none set)

Parameter 127 length, 5 words not including parameter header

- Paranmeter ID, paraneter 130 (Guaranteed Service RSpec)

- Paraneter 130 flags (none set)

- Paranmeter 130 length, 2 words not including paraneter header

—_~—~

o 0T

— — —
1

NN AN AN AN
—_—
>Q O
— T N
]

In this object, the TSpec paranmeters [r], [b], and [p] are set to
reflect the traffic parameters of the receiver’s desired reservation
(the Reservation TSpec). The meaning of these fields is discussed
fully in [RFC 2212]. Note that it is unlikely to make sense for the
[p] termto be smaller than the [r] term

The RSpec ternms [R] and [S] are selected to obtain the desired

bandwi dt h and del ay guarantees. This selection is described in [RFC
2212].
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The [mM and [M paraneters are set identically to those for the
Control | ed- Load servi ce FLOASPEC, described in the previous section

3. 3. RSVP ADSPEC nj ect

An RSVP ADSPEC object is constructed fromdata fragnments contri buted
by each service which might be used by the application. The ADSPEC
begins with an overall nessage header, followed by a fragnent for the
default general paraneters, followed by fragments for every QS
control service which my be sel ected by application receivers. The
size of the ADSPEC varies dependi ng on the nunber and size of per-
service data fragnents present and the presence of non-default

general paraneters (described in Section 3.3.5).

The conpl ete absence of a data fragnent for a particul ar service
means that the application sender does not know or care about that
service, and is a signal to internedi ate nodes not to add or update
i nformati on about that service to the ADSPEC. It is also a signal to
application receivers that they should not select that service when
nmaki ng reservati ons.

Each fragment present is identified by a per-service data header
Each header contains a field identifying the service, a break bit,
and a length field.

The length field all ows the ADSPEC i nformation for a service to be
ski pped over by a network el enents which does not recognize or

i mpl enent the service. Wen an elenment does this, it sets the break
bit, indicating that the service s ADSPEC data was not updated at at

| east one hop. Note that a service's break bit can be set w thout

ot herwi se supporting the service in any way. In all cases, a network
el ement encountering a per-service data header it does not understand
sinmply sets bit 23 to report that the service is not supported, then
ski ps over the rest of the fragment.

Data fragnments nust always appear in an ADSPEC in service_nunber
order. In particular, the default general paraneters fragnent
(service_nunber 1) al ways cones first.

Wthin a data fragnent, the service-specific data nust alway cone
first, followed by any non-default general paraneters which may be
present, ordered by paraneter_nunber. The size and structure of the
service-specific data is fixed by the service definition, and does
not require run-tine parsing. The renai nder of the fragnment, which
carries non-default general paranmeters, varies in size and structure
dependi ng on which, if any, of these paraneters are present. This
part of the fragment nust be parsed by exam ning the per-paramneter
headers.
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Since the overall size of each data fragment is variable, it is
al ways necessary to examne the length field to find the end of the
fragment, rather than assuming a fixed-size structure.

3.3.1. RSVP ADSPEC f or mat

The basic ADSPEC format is shown bel ow. The nessage header and the
default general paraneters fragnment are always present. The fragnents
for Guaranteed or Controll ed-Load service may be omtted if the
service is not to be used by the RSVP session. Additional data
fragments will be added if new services are defined.

1 24 23 16 15 8 7 0
B e T e e S e i e s i T T T S e S S S el I S R S e e S
(a) | reserved | Mg length - 1 (b)

i T e s ais i S S S I T T O S i St S S
Default General Paraneters fragnent (Service 1) (c)
(Al ways Present)

CGuar anteed Service Fragment (Service 2) (d)
(Present if application mght use Guaranteed Service)

T S S e T S S T S R

Control | ed-Load Service Fragnent (Service 5) (e)

3

+-

|

+-

|

|

|

|

R e o S i T it T TEIE R e S S S S S e S e i
|

|

|

|

+_ -
|

| _ Service F _

| (Present if application mght use Controll ed-Load Service)
|

+-

I
I
I
I
+
I
I
I
I
+
I
I
I
I
+

T T I e N

(a) - Message format version nunber (0)
(b) - Overall nmessage |length not including header word
(c, d, e) - Data fragments

3.3.2. Default General Characterization Paraneters ADSPEC data fragnent

Al RSVP ADSPECs carry the general characterization paraneters
defined in [RFC 2215]. Values for global or default genera
paraneters (values which apply to the all services or the path
itself) are carried in the per-service data fragnent for service
nunber 1, as shown in the picture above. This fragment is always
present, and always first in the nessage.
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31 24 23 16 15 8 7 0
s S S i I S R R e h T Tk e S S S o T S
1 | 1 (c) | X] reserved | 8 (d) |
B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S
2 | 4 (e) | (f) | 1 (9) |

B T S T S S e e T A S S i i S S e

3 | I'S hop cnt (32-bit unsigned integer) |
s S S i I S R R e h T Tk e S S S o T S
4 | 6 (h) | (i) | 1(j) |
B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S
5 | Path b/w estimate (32-bit |IEEE floating point nunber) |
B T s i I S e i S i i S S e S
6 | 8 (k) | (1) | 1(m |
s S S i I S R R e h T Tk e S S S o T S
7 | M ni mum pat h [ atency (32-bit integer) |
B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S
8 | 10 (n) | (o) | 1(p) |
B T s i I S e i S i i S S e S
9 | Conposed MIU (32-bit unsigned integer) |
s S S i I S R R e h T Tk e S S S o T S

(c) - Per-Service header, service nunber 1 (Default Genera
Par anet er s)

(d) - dobal Break bit ([RFC 2215], Paraneter 2) (nmarked x) and
| ength of General Paraneters data bl ock

(e) - Parameter |ID, paranmeter 4 (Nunber-of-I1S-hops paramfrom
[ RFC 2215])

(f) - Parameter 4 flag byte

(g) - Paraneter 4 length, 1 word not including header

(h) - Parameter |ID, paraneter 6 (Path-BWparamfrom|[RFC 2215])

(i) - Parameter 6 flag byte

(j) - Paraneter 6 length, 1 word not including header

(k) - Paraneter |ID, paranmeter 8 (m nimum path |atency from[RFC
2215])

(1) - Parameter 8 flag byte

(m - Paraneter 8 length, 1 word not including header

(n) - Parameter |ID, paraneter 10 (conposed path MIU from [ RFC 2215])

(o) - Parameter 10 flag byte

(p) - Paraneter 10 length, 1 word not including header

Rul es for conposing general paraneters appear in [ RFC 2215].

In the above fragnment, the global break bit (bit 23 of word 1, narked
with (x) in the picture) is used to indicate the existence of a
networ k el ement not supporting QoS control services sonewhere in the
data path. This bit is cleared when the ADSPEC is created, and set
to one if a network el ement which does not support RSVP or integrated
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services is encountered. An ADSPEC arriving at a receiver with this
bit set indicates that all other parameters in the ADSPEC may be
invalid, since not all network el enents al ong the path support
updating of the ADSPEC.

The general paraneters are updated at every network node which
supports RSVP

- When a PATH nmessage ADSPEC encounters a network el ement

i mpl enenting integrated services, the portion of the ADSPEC
associ ated with service nunber 1 is passed to the nodul e

i mpl enenting general paraneters. This nodul e updates the gl oba
general parameters.

- When a PATH nessage ADSPEC encounters a network el erent that
does *not* support RSVP or inplenment integrated services, the
break bit in the general parameters service header nmust be set. In
practice, this bit will usually be set by another network el enent
whi ch supports RSVP, but has been nade aware of the gap in

i ntegrated services coverage.

- In either case, the ADSPEC i s passed back to RSVP for delivery
to the next hop al ong the path.

3.3.3. Guaranteed Service ADSPEC data fragnent

The Guar anteed service uses the RSVP ADSPEC to carry data needed to
conpute the C and D terns passed fromthe network to the application
The m ni mum size of a non-enpty guaranteed service data fragment is 8
32-bit words. The ADSPEC fragnent for Guaranteed service has the
foll owi ng fornat
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24 23 16 15 8 7 0

s T i S i T S S i T U S SR S S

| Xx] reserved | N1 (b) |

T T S T S S e e T e e

I 0 (d) I 1 (e) I

B I e e i i I o e R T i ol S S S S S e S S s o i
End-t o-end conposed value for C[Cot] (32-bit integer) |
B N e i i T R et o s S

I (9) I 1 (h) I

B i S S T A S S S S i e
End-t o-end conposed value for D [Dtot] (32-bit integer)
i i S R S e et ol SEIE R R S S S S o adh st S SRR SRR EE

I (1) I 1 (k)

| ast -reshapi ng point conposed C [Csun] (32-bit integer)
s S S S S i, S I S S s S S S

I (m I 1 (n)

I
+
I
T S S S T S S T
I
+
I
+

B ok o T e e el i SIE RIE R TR R SR S S s s S S S S

| ast -reshapi ng poi nt conposed D [Dsun] (32-bit integer) |
B e I e e S e i e ok S TR S e R S TR S R ks s BT S R S
ervi ce-specific general paraneter headers/values, if present |
B e i s o ST S o S i S S S i aTuits SIS S R S S

T S I S S T R S S SR S

~~
~
[

Break bit
wor ds not
- Par amet er
- Par amet er
- Par anet er
- Par amet er
- Par amet er
- Par amet er
- Par amet er
Par amet er
- Par anet er
- Par amet er
- Par amet er
- Par amet er

—~
T
N
1

e Y e Y T T T Y Y e Y Y
= — N e N e e e e
1

When a node which

Per - Servi ce header, service nunber 2 (Guaranteed)

and Length of per-service data in 32-bit
i ncl udi ng header word.

I D, paraneter 133 (Conposed Ctot)

133 flag byte

133 length, 1 word not including header
| D, paraneter 134 (Conposed Dtot)

134 flag byte

134 length, 1 word not including header
| D, paraneter 135 (Conposed Csum.

135 flag byte

135 length, 1 word not including header
| D, paraneter 136 (Conposed Dsum.

136 flag byte

136 length, 1 word not including header

actually inplenents guaranteed service creates the

guar ant eed service adspec fragnent, the paranmeter values are set to
the |l ocal values for each parameter. Wen an application or network
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el ement which does not itself inplenent guaranteed service creates a

guar ant eed service adspec fragnent, it should set the values of each

parameter to zero, and set the break bit to indicate that the service
is not actually inplenented at the node.

An application or host RSVP which is creating a guaranteed service
adspec fragment but does not itself inplenent the guaranteed service
nmay create a truncated "enpty" guaranteed adspec fragnment consisting
of only a header word:

31 24 23 16 15 8 7 0

T S A S S I T S I S
1 2 (a) | 1] (b) | 0 (c) |

T S i S S i i i U S DU S U S S

(a) - Per-Service header, service nunber 2 (Guaranteed)
(b) - Break bit (set, service not inplenented)
(c) - Length of per-service data in 32-bit words not

i ncl udi ng header word.

This mght occur if the sending application or host does not do
resource reservation iself, but still wants the network to do so.
Note that in this case the break bit will always be set, since the
creator of the adspec fragnment does not itself inplenment guaranteed
servi ce.

VWhen a PATH nmessage ADSPEC cont ai ning a per-service header for
Guar ant eed service encounters a network el enent inplenenting
CGuar anteed service, the guaranteed service data fragnment is updated

- If the data block in the ADSPEC is an enpty (header-only) bl ock
the header-only fragment nust first be expanded into the conplete
data fragnent described above, with initial values of Cot, Dtot,
Csum and Dsum set to zero. An enpty fragnent can be recognized
qui ckly by checking for a size field of zero. The value of the
break bit in the header is preserved when the additiona
Guar ant eed service data is added. The overall nessage |ength and
the guarant eed-service data fragnent size (field (b) in the

pi ctures above) are changed to reflect the increased nmessage

| engt h.

The values of Ctot, Csum Dtot, and Dsumin the ADSPEC dat a
fragment are then conmposed with the | ocal values exported by the
network el ement according to the conposition functions defined in
[ RFC 2212].
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- When a PATH nessage ADSPEC with a Guaranteed servi ce header
encounters a network el enment that supports RSVP but does *not*

i mpl ement Cuar ant eed service, the network el ement sets the break
bit in the Guaranteed service header

- The new values are placed in the correct fields of the ADSPEC,
and the ADSPEC is passed back to RSVP for delivery to the next hop
al ong the path.

VWhen a PATH nmessage ADSPEC cont ai ni ng a Guarant eed service data
fragment encounters a network el ement that supports RSVP but does
*not* inplenent Quaranteed service, the network el ement sets the
break bit in the Guaranteed service header

When a PATH nessage ADSPEC *wit hout* a Cuaranteed service header
encounters a network el ement inplementing Guaranteed service, the
CGuar ant eed service nodul e of the network el ement | eaves the ADSPEC
unchanged. The absence of a Quaranteed service per-service header in
the ADSPEC i ndicates that the application does not care about
Guar ant eed service.

3.3.4. Controlled-Load Service ADSPEC data fragnent

Unli ke the Guaranteed service, the Controll ed-Load service does not
require extra ADSPEC data to function correctly. The only ADSPEC data
specific to the Controlled-Load service is the Controll ed-Load break
bit. Therefore the usual Controll ed-Load service data bl ock contains
no extra information. The mninum si ze of the controll ed-|1oad service
data fragnent is 1 32-bit word.

31 24 23 16 15 8 7 0
B s i S i I i S S S i i
1 5 (a) | x| (b) | N1 (c) |
e b i T T e T S s S R S e T O i i Tk i RIS S S
2 | Service-specific general paraneter headers/values, if present |
R T i T e e i T S L e e e i T St R S S S S s e I S R
N | I

B T s i I S e i S i i S S e S

(a) - Per-Service header, service nunber 5 (Controll ed-Load)

(b) - Break bit

(c) - Length of per-service data in 32 bit words not including
header word.
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The Controll ed-Load portion of the ADSPEC i s processed according to
the follow ng rules:

- When a PATH nmessage ADSPEC with a Control |l ed-Load servi ce header
encounters a network el ement inplementing Controll ed-Load service,
the network el ement makes no changes to the service header

- When a PATH nessage ADSPEC with a Control |l ed-Load servi ce header
encounters a network el ement that supports RSVP but does *not*

i mpl enent Control |l ed-Load service, the network el ement sets the
break bit in the Controll ed-Load service header

- In either case, the ADSPEC i s passed back to RSVP for delivery
to the next hop along the path.

3.3.5. Overriding G obal ADSPEC Data with Service-Specific Informtion

In sone cases, the default values for the general paraneters are not
correct for a particular service. For exanple, an inplenentation of
CGuar anteed service may accept only packets with a smaller maxi mum
size than the Iink MIU, or the percentage of outgoing |ink bandw dth
made available to the Controll ed-Load service at a network el enent
may be administratively limted to |l ess than the overall bandw dth.

In these cases, a service-specific value, as well as the default
value, is reported to the receiver receiving the ADSPEC. Servi ce-
specific information which overrides general information is carried
by a paranmeter with the sane nane as the general paraneter, placed
within the data fragment of the QoS control service to which it
applies. These service-specific values are referred to as override or
servi ce-specific general paraneters.

For exanple, the follow ng Controll ed-Load ADSPEC fragnent carries

i nformati on overriding the gl obal path bandwi dth estimate with a
different val ue:
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31 24 23 16 15 8 7 0
s S S i I S R R e h T Tk e S S S o T S
1 5 (a) | x| (b) | 2 (c) |
B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S
2 | 6 (d) | 0 (d) | 1 (e) |
B T s i I S e i S i i S S e S
3 | Path b/w estinmate for CL service (32b | EEE FP nunber) |
s S S i I S R R e h T Tk e S S S o T S

(a) - Per-Service header, service nunber 5 (Controll ed-Load)
(b) - Break bit
(c) - Length of per-service data, two words not including header
(c) - Paraneter |ID, paraneter 6

(AVAI LABLE_PATH _BANDW DTH general paranmeter from[RFC 2215])
(d) - Paranmeter 6 flags (none set)
(e) - Parameter 6 | ength, one word not including header

The presence of override paraneters in a data fragnent can be quickly
detected by exanmining the fragnent's length field, which will be

| arger than the "standard" length for the fragment. Specific
override parameters can be easily identified by exam ning the

par anet er headers, because they have paraneter_nunber’s fromthe
general paraneter portion of the nunber space (1-127), but are found
in service-specific data blocks (those with service _nunbers between 2
and 254 in the per_service header field).

The presence of override parameters in a data fragnment is optional. A
par anet er header/val ue pair is added only when a particul ar
application or QoS control service wi shes to override the globa

val ue of a general paranmeter with a service-specific val ue.

As with IP options, it is only the use of these override paraneters
that is optional. Al inplementations nmust be prepared to receive and
process override paraneters.

The basic principle for handling override paraneters is to use the
override value (local or adspec) if it exists, and to use the default
val ue otherwise. If a |local node exports an override value for a
general paraneter, but there is no override value in the arriving
adspec, the local node adds it. The foll owi ng pseudo-code fragnent

gi ves nore detail
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/* Adspec paranmeter processing rules *
<get arriving ADSPEC from RSVP>

for ( <each service nunmber Nwith a fragnent in the ADSPEC ) {
if ( <the local node does not support the service> ) {
<set the break bit in the service header>
} else {
for ( <each paraneter in the data fragment for service N> ) {
if ( <the local service N supplies a value for the parameter> ) {
<conpose the arriving and val ues and update the adspec>
} else {
/* Must be a general paraneter, or service N would have
* supplied a val ue..
*/
<conpose the arriving value with the local default val ue
and update the adspec>
}
}
for ( <any paraneters supplied by the local service N
i mpl ementati on but not found in the adspec> ) {
/*
* Must be an override value for a general paraneter,
* or the adspec woul d have contained a val ue.
*/
<conpose the local override value with the arriving default
value (fromthe service 1 data fragnment) and add the paraneter
to the adspec’s service N fragment in paraneter_nunber order>
}
}
}

<pass updat ed ADSPEC back to RSVP>

In practice, the two "for’ |oops can be conbined. Since override
paranmeters within a service's fragnent are transmitted in nunerica
order, it is possible to determ ne whether a parameter is present

wi t hout scanning the entire fragnent. Al so, because the data
fragments are ordered by service_nunber, the default values for
general paraneters will always be read before they m ght be needed to
update | ocal override values in the second for |oop

3.3.6. Exanpl e

The picture bel ow shows the conpl ete adspec for an application which
can use either controlled-1oad or guaranteed service. In the exanple,
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data fragnents are present for general paraneters, guaranteed, and
control | ed-1o0ad services. Al fragnments are of standard size, and
there are no override paraneters present.

31 24 23 16 15 8 7 0
s S S o T i i S S i (i

1 | 0 (a) | Unused | 19 (b) |
R Rt i i i i e T I I S S S R i e S R e e i s o

2 | 1 (c¢) | x| reserved (d)]| 8 (e) |
B s i S i I i S S S i i

3 | 4 (f) I (9) I 1 (h) I
s S S o T i i S S i (i

4 | zero extension of IS hop cnt (16-bit unsigned) |
R Rt i i i i e T I I S S S R i e S R e e i s o

5 | 6 (i) I (i) I 1 (k) I
B s i S i I i S S S i i

6 | Path b/westimate (32-bit |EEE floating point nunber) |
s S S o T i i S S i (i
7 8 (1) I (m I 1 (n) I
R Rt i i i i e T I I S S S R i e S R e e i s o

8 | M ni mum path [ atency (32-bit integer) |
B s i S i I i S S S i i

9 | 10 (o) I (p) I 1 (a) I
s S S o T i i S S i (i

10 | zero extension of conposed MIU (16-bit unsigned) |
R Rt i i i i e T I I S S S R i e S R e e i s o

11 | 2 (r) | x| reserved (s)]| 8 (t) |
B s i S i I i S S S i i

12 | 133 (u) I (v) I 1(w I
s S S o T i i S S i (i

13 | End-t o-end conposed value for C[Cot] (32-bit integer) |
R Rt i i i i e T I I S S S R i e S R e e i s o

14 | 134 (x) | (y) I 1(2) I
B s i S i I i S S S i i

15 | End-t o-end conposed value for D [Dtot] (32-bit integer) |
s S S o T i i S S i (i

16 | 135 (aa | (bb | 1 (cc) |
R Rt i i i i e T I I S S S R i e S R e e i s o

17 | Since-last-reshaping point conmposed C [Csum (32-bit integer) |
B s i S i I i S S S i i

18 | 136 (dd) | (ee) | 1 (ff) |
s S S o T i i S S i (i

19 | Since-last-reshaping point conposed D [Dsuni (32-bit integer) |
R Rt i i i i e T I I S S S R i e S R e e i s o

20 | (99 [x 0 (hh) I 0 (i) I
B s i S i I i S S S i i
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Wrd 1. Message Header

(a) -
(b) -

Wor ds
(c) -

Wor ds
(r) -
(s) -
(t) -
(u) -
(v) -
(W -
(x) -
(y) -
(z) -
(aa) -
(bb) -
(cc)-
(dd) -
(ee)-

(f1)-

Message header and version nunber
Message length - 19 words not includi ng header

2-7: Default general characterization parameters

Per - Servi ce header, service nunber 1

(Default GCeneral Paraneters)

A obal Break bit (NON IS HOP general paraneter 2) (nmarked x)
Length of General Paraneters data bl ock (8 words)
Parameter I D, paraneter 4 (NUMBER OF_ | S HOPS

general paraneter)

Paranmeter 4 flag byte

Paranmeter 4 length, 1 word not including header
Paraneter |D, parameter 6 (AVAI LABLE PATH BANDW DTH
general paraneter)

Parameter 6 flag byte

Paranmeter 6 length, 1 word not including header
Paraneter I D, paraneter 8 (M N MUM PATH LATENCY

general paraneter)

Paranmeter 8 flag byte

Parameter 8 length, 1 word not including header
Parameter | D, paraneter 10 (PATH _MIU general paraneter)
Paranmeter 10 flag byte

Paranmeter 10 length, 1 word not includi ng header

11-19: Cuaranteed service paraneters

Per - Servi ce header, service nunber 2 (Guaranteed)
Break bit

Length of per-service data, 8 words not including header
Paraneter I D, paraneter 133 (Conposed Ctot)
Conposed Ctot flag byte

Conposed Ctot length, 1 word not includi ng header
Parameter | D, paraneter 134 (Conposed Dtot)
Conposed Dtot flag byte

Conposed Dtot length, 1 word not including header
Parameter | D, paraneter 135 (Conposed Csum.
Conposed Csum fl ag byte

Conposed Csum |l ength, 1 word not includi ng header
Parameter | D, paraneter 136 (Conposed Dsum.
Conposed Dsum fl ag byte

Conposed Dsum |l ength, 1 word not includi ng header

Word 20: Controll ed-Load paraneters

(99 -
(hh) -

(ii)-

W ocl awsKki

Per - Servi ce header, service nunber 5 (Controll ed-Load)
Break bit
Length of controlled-Ioad data, 0 words not includi ng header
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4. Security Considerations

The nessage formatting and usage rul es described in this note raise
no security issues. The overall use of these rules to inplenent
multiple qualities of service using RSVP and integrated services
schedul i ng nodul es introduces a new security requirement; the need to
control and authenticate access to enhanced qualities of service.
This requirement is discussed further in [RFC 2205], [RFC 2212], and
[ RFC 2211]. [ RFCRSVPMD5] describes the nechani smused to protect the
integrity of RSVP nessages carrying the information described here.
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Appendi x 1: Message construction rul es

This section gives the rule used to generate the object formats of
Section 3. It is a general wire format for encodi ng integrated
services data objects within setup and managenent protocol nessages.
The format has a three-level structure:

- An overall nessage header carries a version nunber and nmessage
length. Providing this header in a standard format allows the
same code library to handle data objects carried by multiple setup
pr ot ocol s.

- Per-service fragments carry information about a specific QS
control service, such as guaranteed [ RFC 2212] or controlled | oad
[ RFC 2211]. Each per-service fragment carries one or nore
paranmeters. The set of paraneters present in a fragnent is

determ ned by the needs of the protocol in use. Exanples are given
in Section 2.

- Paraneters are the actual data used to control or monitor a
service. A paranmeter may be a single quantity such as an integer
or a conposite data structure such as a TSpec. The paraneters
specific to a service are defined by the service specification
The avail abl e general paraneters, with definitions shared by nmany
services, are defined by [RFC 2215].
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Al. 1. Message Header

The 32-bit nessage header specifies the nessage fornmat version numnber
and total length of the nmessage. The overall message must be aligned
to a 32-bit boundary within the transport protocol’s data packet.

The nessage length is neasured in 32-bit words *not including the
word containing the header*. This is to lower the probability of an
accidentally cleared word resulting in an infinite loop in the
nmessage parser

The Message Header is represented by a 32-bit bitfield laid out as
shown bel ow and then encoded as an XDR unsi gned integer. Encoding as
an XDR unsigned integer is equivalent to converting the bitfield from
the machine’s native format to bi g-endi an network byte order

Message Header

VBB LSB
31 28 27 16 15 0

s S S i I S R R e h T Tk e S S S o T S
| v Unused | OVERALL LENGTH |

T S S i o S B T S S S S S S &

\% - Message format version; currently O
OVERALL LENGTH - Message length in 32-bit words not including header
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Al. 2. Per-Service Data Header

The nessage header is foll owed by one or nore service-specific data
bl ocks, each containing the data associated with a specific QS
control service. Each service-specific data bl ock begins with an

i dentifying header. This 32-bit header contains the service nunber, a
one-bit flag (the "break bit", because it indicates a break in the
QoS control path) and a length field. The length field specifies the
nunber of 32-bit words used to hold data specific to this service as
a count of 32-bit words *not including the word containing the
header *.

The break bit, if set, indicates that the service specified by the
header was unsupported or unrecogni zed at sone point in the nessage’s
path t hrough the network. This bit corresponds to the genera
parameter NON | S HOP defined in [RFC 2215]. It is cleared when a
nmessage is first generated, and set whenever the nessage passes
through an el ement that does not recognize the service_nunber in the
per-servi ce header.

The Per-Service Data Header is represented by a 32-bit bitfield laid
out as shown bel ow and then encoded as an XDR unsi gned i nteger.

Per - Servi ce Data Header

VSB LSB
31 24 23 16 15 0

T S S S S M M S S S S T M T S S S
| SVC_NUMBER | Bl Reserved | SVC _LENGTH |

T T S T i S S e e T S i S A S S S S S

SVC_NUMBER - Service ID nunber (defined in service specification).
B - Break bit - service unsupported/break in path.
SVC _LENGTH - Service-specific data length in 32-bit words,

not includi ng header
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Al. 3. Par aneter Header

The per-service header is followed by one or nore service paraneter
bl ocks, each identified by a Parameter Header. This header contains
the paraneter identifier (parameter nunber), the length of the data
carrying the paraneter’s value, and a flag field. The data field(s)
of the paranmeter follow. The paraneter nunber, as well as the
nmeani ng and format of the data words foll owing the header, are given
by the specification which defines the paraneter.

The Paranmeter Header is represented by a 32-bit bitfield laid out as
shown bel ow and then encoded as an XDR unsi gned i nteger.

Par anmet er Header

VSB LSB
31 24 23 16 15 0
s S S o T i i S S i (i
|  PARAM NUM |1 FLAGS | PARAM LENGTH |
R Rt i i i i e T I I S S S R i e S R e e i s o
PARAM _NUM - Paraneter nunmber (defined in service specification)
FLAGS - Per-paraneter flags
PARAM LENGTH - Length of per-paraneter data in 32-bit words, not

i ncl udi ng the header word.

The following flags are currently defined in the FLAGS fi el d:

I (bit 23) - I NVALI D
This flag indicates that the paraneter val ue was
not correctly processed at one or nore network
elements along a data path. It is intended for use

in a possible future service conposition schemne.

QO her bits in the FLAGS field of the paraneter header are currently
reserved, and should be set to zero.
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Al. 4. Paraneter Data

Fol | owi ng the Paraneter Header is the actual data representing the
par amet er val ue. Paraneter val ues are encoded into one or nore 32-bit
words using the XDR external data representation described in [RFC
1832], and the resulting words are placed in the nessage.

The docunent defining a paraneter should provide an XDR description
of the paraneter’'s data fields. If it does not, a description should
be provided in this note.
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